On March 29, 2023, due to the continued and increasing landscape of cyber threats against our universities, the Board of Governors approved an emergency amendment to regulation 3.0075 Security of Data Related Information Technology Resources was adopted.

This regulation requires institutions to remove identified technologies from any university-owned device and to block traffic from the university’s owned network.

3.0075 Security of Data and Related Information Technology Resources

The technologies listed below produced by the specified companies are prohibited per regulation 3.0075.

Prohibited Software/Applications/Developers

- Kaspersky
- VKontakte
- Tencent QQ
- TikTok
- WeChat