
STATE UNIVERSITY SYSTEM OF FLORIDA 
BOARD OF GOVERNORS 

March 29, 2023 

SUBJECT: Public Notice of Intent to Amend Board of Governors Regulation 3.0075, 
Security of Data and Related Information Technology Resources 

PROPOSED BOARD ACTION 

Consider approval of Public Notice of Intent to Amend Board of Governors Regulation 
3.0075, Security of Data and Related Information Technology Resources. 

AUTHORITY FOR BOARD OF GOVERNORS ACTION 

Article IX, Section 7, Florida Constitution 

BACKGROUND INFORMATION 

Board of Governors Regulation 3.0075, Security of Data and Related Information 
Technology Resources, outlines the requirements for information security for the State 
University System.  At the January 24, 2023, committee meeting, Governor Levine 
directed Board staff to enhance State University System data security by developing a 
regulation prohibiting the use of Tik Tok and other cyber threats of concern on State 
University System devices and wireless infrastructure. 

The proposed amendment to Regulation 3.0075 directs universities to create and 
maintain a cyber threat list informed by the Federal Department of Homeland Security, 
the Federal Bureau of Investigation, and the Florida Fusion Center.  The proposed 
amendment outlines the restrictions of identified cyber threats of concern on university-
issued devices and infrastructure. 

If approved by the Strategic Planning Committee and the Board of Governors, the 
amended regulation will be available for public comment for 14 days.  If no concerns are 
raised, the regulation will come before the Board of Governors for final approval at the 
next meeting. 

Supporting Documentation Included: In Strategic Planning Committee 
Materials 


